SAMPLE INTERNAL AUDIT CHECKLIST FOR SMALL UNITS
STEP 1. START WITH INTERNAL CONTROL POLICIES
Purpose:
Establish what the unit says it does.
Collect policies for the audit area:
· Cash handling / daily deposits
· Purchasing & disbursements
· Payroll & timekeeping
· Procurement cards (if applicable)
· Bank reconciliations
For each policy, write down:
· Who performs the task
· Who reviews it
· When review occurs
· What documentation is required
Red flags at this stage:
· Policy assumes more staff than exist
· Review steps are vague (“supervisor reviews”)
· No guidance for exceptions, adjustments, or absences
STEP 2. TEST TRANSACTIONS AGAINST THE POLICY
Purpose:
Confirm whether the policy is actually followed.
How to test:
1. Select one month
2. Pull 5–10 transactions
3. Trace each transaction step-by-step against the policy
For each transaction, mark:
· Followed policy exactly
· Mostly followed
· Did not follow policy
Document where practice diverges from policy.
STEP 3. IDENTIFY AND DOCUMENT WORKAROUNDS
Purpose:
Understand how work really gets done.
Staff discussion prompts:
· “What steps get skipped when things are busy?”
· “What slows this process down the most?”
· “What do you do when the policy doesn’t fit?”
Common small-unit workarounds:
· Deposits delayed to reduce trips
· Preaudit added after payment
· One person performing incompatible duties
· Informal approvals instead of written ones
For each workaround, document:
· Why it exists
· How often it happens
· What risk it creates
STEP 4. TEST WHETHER CONTROLS STILL WORK
Purpose:
Determine whether errors or misuse would still be detected.
Perform at least one of the following:
· Re-add receipts and match to deposits
· Match activity counts to fees billed (participants → receipts)
· Reperform one bank reconciliation
· Trace approvals backward (payment → approval → policy)
Key question:
Even with workarounds, would we know if something went wrong?
STEP 5. EVALUATE POLICY ADEQUACY (THE GAP ANALYSIS)
Purpose:
Decide whether policies need revision, not just enforcement.
Ask these questions:
· Does the policy cover high-risk points?
· Does it address peak periods and absences?
· Does it explain what to do when exceptions occur?
Classify issues as:
· Policy is reasonable but not followed
· Policy is unrealistic for staff size and natural workflow
· Policy is missing key guidance
STEP 6. EFFICIENCY & PROPORTIONALITY CHECK
Purpose:
Avoid over-controlling low-risk areas.
Ask:
· Are there steps that add paperwork but no protection?
· Are reviews happening too late to prevent problems?
· Are controls overly dependent on trust in one person?
Good small-unit controls are:
· Simple
· Timely
· Understandable
STEP 7. CONCLUSIONS (WRITE THESE DOWN)
For the area reviewed:
Policy alignment
· Matches reality
· Exists but bypassed
· Does not reflect reality
Control effectiveness
· Errors caught quickly
· Errors eventually caught
· Errors could go undetected
Process efficiency
· Appropriate
· Overbuilt
· Risky

